
Abstract

This project aims to improve the installation and monitoring processes for Crowdstrike software using the Starcat 

system. By addressing key challenges such as firewall blocking, duplicate IP addresses, and system overload due to 

automatic IP discovery, the project focuses on optimizing network management. Through remote monitoring with 

AnyDesk, manual IP range inputs, and structured data handling via Excel, the project ensures efficient IP tracking, 

improved system performance, and the successful deployment of Crowdstrike across various locations.
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Conclusion

The project successfully optimized Crowdstrike deployment and monitoring across multiple locations by leveraging 

Starcat for IP management. Overcoming challenges such as duplicate IPs, and system overload, the project provided a 

structured and efficient approach for network management. The methods developed, including organized IP tracking, 

offer a scalable, secure solution for future deployments, enhancing both operational efficiency and network security.

This title clearly reflects the focus of the project, which involved overseeing the installation and management of IP 

addresses for machines using the Starcat system, coupled with the deployment of Crowdstrike across multiple locations. 

The project addressed several critical challenges, including network security via firewalls, handling duplicate IP addresses, 

and ensuring system efficiency. A structured approach was employed to verify installations remotely, manage IP data, and 

streamline communication between the installation and monitoring teams, leading to the successful execution of the 

project.

1. Remote Monitoring with AnyDesk:

I used AnyDesk to remotely access machines and verify that the installations of Crowdstrike were complete. 

This involved checking the machines’ IP addresses, ensuring the software was running properly, and identifying any 

connectivity issues due to firewalls or network configurations.

2. IP Verification via Starcat Software:

The project involved using the features of Starcat software to check and verify the IP addresses after the 

installation team had installed Crowdstrike. I accessed the IPs and confirmed the correct configuration through 

Starcat's IP management feature, ensuring that the machines were properly connected to the network and 

protected.

3. Manual IP Range Input to Optimize Starcat Performance:

Due to the system overload caused by Starcat’s automatic IP discovery, I manually inputted IP ranges to 

prevent continuous scanning and reduce the system’s workload. This method ensured that only specific IP ranges 

were targeted, leading to more efficient device discovery and better system performance.

4. Coordination with Installation Team:

Establishing clear communication protocols with the installation team was essential to ensure that IPs were 

shared in real-time. I developed a system for receiving updates and verifying installations promptly, reducing delays 

and ensuring the project stayed on track.

Results

1. Crowdstrike Successfully Installed Across All Machines: 

Despite initial challenges with firewalls and duplicate IP addresses, the Crowdstrike software was installed on all 

machines across the various locations. Every machine was properly connected to Starcat and verified to be 

functioning as expected.

2. Efficient IP Management System: 

By transitioning from virtual to static groups in Excel, I developed an IP management system that eliminated 

duplicate entries. The system was organized by building, floor, and department, ensuring that every machine had a 

unique IP and could be easily tracked within the network. 

Starcat admin monitoring 

Sutthipat Imprapaia, Asst. Prof. Dr. Silanee Nuchitprasitchaib, Asst. Prof. Dr. Pudsadee Boonrawdc

aElephant Tower, Tower B, 20th Floor, Phahonyothin Rd, Jompol, Chatuchak, Bangkok 10900, Thailand
bKing Mongkut's University of Technology North Bangkok, 1518 Pracharad Road, Wong Sawang, Bang Sue, Bangkok 10800, Thailand

I would like to express my gratitude to ITNS Company for the opportunity to work on this project. Special thanks to the 

installation team for their continuous support, providing essential IP data and guidance that made the monitoring and 

deployment process smoother. I also appreciate the use of Starcat software and AnyDesk tools, which were critical to the 

project’s success. My sincere thanks to the supervisors and colleagues who offered valuable insights and assistance 

throughout.


